ZC20210076   长宁公安分局2021年度应用系统、服务器、机房环境等运维服务公开招标项目          需求文件


长宁公安分局2021年度应用系统、服务器、机房环境等运维服务公开招标项目
本运维项目包括分局三楼信息中心机房内的硬软件（156台各类型服务器、17台各品牌存储设备、4套存储设备的管理软件、62套应用软件系统和网站、1套公安网虚拟化软件VMware）、分局本部各单位的办公终端和外围设备（约800台计算机及500台外围设备）、分局各外驻单位的办公终端和外围设备、机房服务器的运维及机房巡视和清洁（约2700台计算机及1000台外围设备、图像监控专用服务器12台）、分局金钟路机房UPS300KW设备及各外驻单位机房的21套UPS设备、分局各机房联网动力环境监控等维护。

运维服务包括日常巡检、应急维修、临时服务、数据安全、升级完善等维护工作，目的是能主动发现各类预故障，并在发生故障后能得到及时的响应和处置，把对工作的影响降到最低，同时，与时俱进进行完善升级维护，以适应现实工作需要。

本需求书包括以下部分：

一、服务器和存储设备运维需求

二、应用软件系统和网站运维需求  

三、公安网虚拟化软件运维需求 
四、分局本部各单位的办公终端和外围设备运维需求 
五、分局各外驻单位的办公终端和外围设备、机房服务器的运维及机房巡视和清洁需求 

六、分局金钟路机房UPS300KW设备及各外驻单位机房的UPS设备运维需求 

七、分局各机房联网动力环境监控系统运维需求

八、备品备件

九、工作纪律要求

十、违约与罚则

十一、结算方式

一、服务器和存储设备运维需求 

   服务器和存储设备范围包括分局三楼信息中心机房内的硬软件。
1.1 服务器和存储设备运维对象清单
1.1.1分局三楼信息中心机房内的服务器设备列表

	序号
	类型
	品牌
	型号
	产地
	单位
	数量
	备注

	1
	PC服务器
	华为
	2288H V5
	中国
	台
	2
	　

	2
	PC服务器
	华为
	2800 V3 主机
	中国
	台
	1
	　

	3
	PC服务器
	联想
	3650M5
	中国
	台
	3
	　

	4
	PC服务器
	IBM
	3850 X5
	中国
	台
	2
	　

	5
	PC服务器
	华为
	5500 V3 主机
	中国
	台
	1
	　

	6
	PC服务器
	ADVANTECH
	610L
	中国
	台
	1
	　

	7
	PC服务器
	曙光
	A800-G10
	中国
	台
	3
	　

	8
	PC服务器
	华为
	CPU16核（配置）
	中国
	台
	3
	　

	9
	PC服务器
	华为
	CPU20核（配置）
	中国
	台
	6
	　

	10
	PC服务器
	DELL
	R740
	中国
	台
	1
	　

	11
	PC服务器
	HP
	DL380G5
	中国
	台
	5
	　

	12
	PC服务器
	HP
	DL580G5
	中国
	台
	1
	　

	13
	PC服务器
	HP
	PC服务器
	中国
	台
	1
	　

	14
	PC服务器
	联想
	RD450
	中国
	台
	1
	　

	15
	PC服务器
	华为
	N8500主机NAS
	中国
	台
	1
	　

	16
	PC服务器
	浪潮
	NF5170M4
	中国
	台
	2
	　

	17
	PC服务器
	DELL
	PowerEdge R210 II
	中国
	台
	6
	　

	18
	PC服务器
	DELL
	R510
	中国
	台
	3
	　

	19
	PC服务器
	DELL
	R680
	中国
	台
	1
	　

	20
	PC服务器
	DELL
	R720
	中国
	台
	1
	　

	21
	PC服务器
	DELL
	R740
	中国
	台
	1
	　

	22
	PC服务器
	联想
	RD330
	中国
	台
	7
	　

	23
	PC服务器
	联想
	RD450
	中国
	台
	17
	　

	24
	PC服务器
	联想
	RD530
	中国
	台
	2
	　

	25
	PC服务器
	联想
	RD550
	中国
	台
	4
	　

	26
	PC服务器
	联想
	RD630
	中国
	台
	3
	　

	27
	PC服务器
	联想
	RD650
	中国
	台
	1
	　

	28
	PC服务器
	联想
	RD680
	中国
	台
	1
	　

	29
	PC服务器
	华为
	RH1288 V3
	中国
	台
	6
	　

	30
	PC服务器
	华为
	RH2288 V3
	中国
	台
	3
	　

	31
	PC服务器
	华为
	RH2288 V5
	中国
	台
	7
	　

	32
	PC服务器
	IBM
	X346
	中国
	台
	3
	　

	33
	PC服务器
	IBM
	X3550
	中国
	台
	5
	　

	34
	PC服务器
	IBM
	X3550 M2
	中国
	台
	2
	　

	35
	PC服务器
	IBM
	X3650
	中国
	台
	20
	　

	36
	PC服务器
	IBM
	X3650 M2
	中国
	台
	3
	　

	37
	PC服务器
	IBM
	X3650 M3
	中国
	台
	4
	　

	38
	PC服务器
	IBM
	X3650 M5
	中国
	台
	4
	　

	39
	PC服务器
	IBM
	x3650(7979)
	中国
	台
	2
	　

	40
	PC服务器
	IBM
	X366
	中国
	台
	1
	　

	41
	PC服务器
	IBM
	X3850 M2
	中国
	台
	3
	　

	42
	PC服务器
	IBM
	X3850 X5
	中国
	台
	10
	　

	43
	PC服务器
	联想
	万全T260
	中国
	台
	1
	　

	44
	时间同步服务器
	MORLINK
	MA-802/C
	中国
	台
	1
	　

	小计
	　
	　
	　
	　
	　
	156
	　


1.1.2存储设备列表
	序号
	类型
	品牌
	型号
	产地
	单位
	数量
	备注

	1
	磁盘柜
	IBM
	EXP3000
	中国
	台
	7
	

	2
	磁盘柜
	HP
	Smart Array 500 G2  MSA500
	中国
	台
	2
	

	3
	存储器
	NetApp
	FAS3210
	中国
	套
	2
	

	4
	存储器
	华为
	S2600+ DAE12435U4硬盘框
	中国
	套
	1
	36*3TB硬盘 

	5
	存储器
	华为
	OceanStor 5500 V3
	中国
	套
	2
	

	6
	存储交换机
	华为
	光纤交换机SN2Z02FCSP
	中国
	台
	2
	

	7
	存储器
	华为
	OceanStor 2800 V3
	中国
	套
	1
	176*6TB硬盘

	合计
	
	
	
	
	
	17
	


  1. 1.3存储设备的管理软件列表
	序号
	类型
	品牌
	型号
	产地
	单位
	数量
	备注

	1
	存储管理软件
	华为
	S2600T存储管理系统
	中国
	套
	1
	

	2
	存储管理软件
	NetApp
	FAS3210存储管理系统
	美国
	套
	1
	

	3
	存储管理软件
	华为
	OceanStor 5500 V3存储管理系统
	中国
	套
	1
	

	4
	存储管理软件
	华为
	OceanStor 2800 V3存储管理系统
	中国
	套
	1
	

	合计
	
	
	
	
	
	4
	


1.2、运维服务需求
1.2.1服务要求
	序号
	要求项目
	描 述

	1
	服务期限及响应时间
	期限为12个月。须派常驻工程师提供随时现场服务响应。

	2
	服务方式及人员配置要求
	要求投标方前场派驻1位工程师+后端公司若干技术支撑人员组成服务器和存储的运维队伍团队，前场派驻人员在分局信息中心和外驻机房常日制上班，提供现场技术服务，另外后端配置工程师作为技术支撑。

	3
	服务环境
	用户信息中心机房和外驻机房； 

	4
	服务所需工具
	由维护公司自配。

	5
	服务记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细记录，按台次留下档案，包括现场书面文档和电子文档。每次维护结束后2天之内必须提交报告。

	6
	技术方案要求
	维护公司至少提供以下文档：
①在日常服务中所提供的硬件、操作系统、应用软件的巡检项目明细表
②在硬件故障出现后的应急方案 

	7
	安全要求
	①服务供应商、工常驻程师须与分局签订保密协议，严格遵守我局相关保密规定，并经过分局的背景审查。
②在维修维护中，未经许可不能携带物品出局，特别是严禁带离硬盘等存储设备(除保修期内非介质保留服务范围内硬盘外)。

	8
	人员素质保证
	驻场工程师有相关工作经验、服务态度端正。

	9
	时间保证
	能在规定的时间内完成维修，常见硬软件故障在2个工作日内完成、过保设备的硬件维修期限不超过1周（需要进口或非市场普通配件稀缺设备除外）。

	10
	工作量和质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	11
	其他
	若发生服务结果与预期产生较大差距，从而对甲方正常工作带来影响的，甲方有权拒付相关服务费用，甲方有权中止合同。


1.2.2服务内容明细表 
	序号
	服务类别
	描述

	1
	服务器存储硬件例行巡检（含故障排除方案提交）
	①维护公司负责对服务器逐一进行健康状态巡检，每台每天二次。一旦发现问题，立即启动解决预案，及时处理。
②发现和判断硬故障类型，视两种情况进行处置：
A、如果该服务器处于原厂商免费保修期内的，则主动负责联系及解决维修；
B、如果该服务器已过免费保修期的，分三种情形处理：一、对于行业市场上常见的服务器，则主要由维护公司分析原因并尽快向招标方提出故障排除解决方案和配件购买方案，待招标方确认后立即执行；二、对于行业市场上不常见的设备（如特种服务器、存储设备），则向招标方汇报故障、协助初步分析原因和解决办法，由招标方确认方案（如协调设备集成商或厂商、安排配件购买等）后修复解决；三、对于承载关键业务应用且该业务应用软件不在本需求书的运维系统清单中的服务器，则向招标方汇报、协助初步分析原因，由招标方确认方案（如协调该业务软件提供商备份数据、安排配件购买等）后修复解决。
③要求把健康状态检测的巡检时发现问题要建立报修记录；月度总结报告要包含问题与解决情况、后续工作安排。
请维护公司在技术方案中提交应急方案，并提供巡检样表。

	2
	操作系统例行巡检（含故障排除方案提交）
	①维护公司负责对操作系统逐一进行健康状态检查，含处理器、内存、硬盘使用情况，杀毒软件安装及更新情况，系统事件日志情况，系统安全补丁安装情况，操作系统故障等。每台每天二次。一旦发现问题，立即启动解决预案，及时处理。
当操作系统出现故障，且初步判断与业务应用有关且该业务不在本维护需求清单中的话，则向招标方汇报，由招标方确认方案（如协调该业务软件提供商备份数据等）修复解决。
②要求每台每月建立一次巡检记录；巡检时发现问题要建立报修记录；月度总结报告要包含问题与解决情况、后续工作安排。

其中系统资源使用持续过高及系统事件日志中的红色报错部分必须解决。
该项工作可由人工完成，也可由运维管理软件配合解决，请维护公司提供解决方案及巡检样表。

	3
	应急服务
	除了以上的例行巡检服务外，对于以上运维对象出现临时故障时，维护公司必须提供应急服务。服务响应：提供每周7*24小时的服务响应。
故障恢复时间：接修通知4小时内到达现场，小修2小时解决。一般故障不过夜，确保在次日上午8：00前恢复系统正常。


二、应用软件系统和网站运维需求
2.1运维目标概述
1、通过日常巡检，主动发现软件及其运行环境的风险、告警、报错，并提前予以解决，防止故障的发生；

2、通过应急维修，在软件及其运行环境发生故障后能得到及时的响应和处置，把对工作的影响降到最低；

3、完成业主方因临时需要的应急服务，发挥软件对实际工作的支撑作用。
2.2 应用软件系统和网站运维对象清单
     范围包括安装在分局三楼信息中心机房内的应用软件系统和网站。
运维对象清单：分局级应用软件及网站列表1
	序号
	应用系统名称
	数据库平台
	软件构架
	备注

	1
	机动车使用管理系统（后保）
	SQL
	B/S
	

	2
	绩效评估系统系统
	SQL
	B/S
	

	3
	警员信息集中管理系统
	SQL
	B/S+C/S
	核心应用

	4
	交警支队业务管理系统
	SQL
	B/S
	

	5
	长宁短信综合应用系统 (联通)
	SQL
	B/S+C/S
	

	6
	110短信回访平台(互联网)
	SQL
	B/S+C/S
	核心应用

	7
	科技科（信息中心）网站及审批流程管理系统
	SQL
	B/S
	


	8
	后保处网站及应用
	SQL
	B/S
	

	9
	看守所网站及应用
	SQL
	B/S
	

	10
	纪检网站
	SQL
	B/S
	

	11
	特警支队网站
	SQL
	B/S
	


	12
	分局信息中心运维管理平台(一期)
	SQL
	B/S+C/S
	核心应用

	13
	互联网公安网文件交换
	SQL
	B/S+C/S
	

	14
	网盘
	
	B/S+C/S
	核心应用

	15
	政治处网上服务和工作日志
	SQL
	B/S+C/S
	核心应用

	16
	邮件系统
	基础操作系统软件RedHat Linux Server
数据库软件Mysql for linux
杀毒软件病毒库升级（clamav for linux）
邮件系统（coremail XT 3.0）

镜像双机热备系统 (RoseMirrorHA)
公安CA认证登录系统

	17
	短信收发综合管理平台（通过内外网交换）
	SQL
	B/S+C/S
	核心应用

	18
	公安车辆使用网络管理系统
	SQL
	B/S
	核心应用

	19
	内外网数据交换管理系统
	SQL+Oracle
	B/S+C/S
	核心应用

	20
	政治处电子教室教学及网上考试系统改建
	SQL
	B/S+C/S
	

	21
	项目信息管理系统
	SQL
	B/S
	

	22
	各类应用系统微信轻应用开发（即“指尖服务”）
	SQL
	B/S+警务微信
	

	23
	电脑桌面的CA管理（公安网）
	SQL
	B/S+C/S
	

	24
	图像网短信收发综合管理系统
	SQL
	B/S+C/S
	

	25
	项目管理系统升级及轻应用信息开发
	SQL
	B/S+C/S+警务微信
	


运维对象清单：分局及部门网站维护列表2   

	序号
	系统/网站名称
	数据库平台
	软件构架
	备注

	1
	长宁公安人口办网站
	SQL
	B/S
	

	2
	长宁公安团委网
	SQL
	B/S
	

	3
	长宁公安文职网
	SQL
	B/S
	

	4
	长宁分局行程网
	SQL
	B/S
	

	5
	长宁公安分局治安支队网站
	SQL
	B/S
	

	6
	长宁分局工会(警察家苑)
	SQL
	B/S
	

	7
	长宁政治处网站
	SQL
	B/S
	

	8
	长宁公安分局党建网
	SQL
	B/S
	

	9
	长宁分局刑侦支队网站
	SQL
	B/S
	

	10
	长宁公安信息网
	SQL
	B/S
	核心应用

	11
	长宁分局指挥处网站
	SQL
	B/S
	

	12
	江苏路派出所网站
	SQL
	B/S
	

	13
	微课程平台
	SQL
	B/S
	

	14
	虹桥路派出所网站
	SQL
	B/S
	

	15
	督察支队网站
	SQL
	B/S
	

	16
	天山路派出所网站
	SQL
	B/S
	

	17
	程家桥派出所网站
	SQL
	B/S
	

	18
	交通大整治网站
	SQL
	B/S
	

	19
	两学一做网站
	SQL
	B/S
	

	20
	目标管理网站
	SQL
	B/S
	

	21
	迎接十九大网站
	SQL
	B/S
	

	22
	智慧公安网站
	SQL
	B/S
	


运维对象清单：分局级应用软件列表3

	序号
	应用系统名称
	数据库平台
	软件构架
	备注

	1
	综合指挥平台
	Oracle
	B/S+C/S
	

	2
	办公自动化(OA) 
	SQL
	B/S
	核心应用

	3
	e盾内网安全管理系统（公安网及图像网）
	SQL
	B/S+C/S
	核心应用

	4
	警保综合应用平台管理系统
	SQL
	B/S+C/S
	核心应用

	5
	一机两用监控系统维护
	SQL
	B/S+C/S
	核心应用


 2.3运维工作要求

	序号
	要求项目
	描 述

	1
	服务期限
	期限为12个月。

	2
	服务方式及人员配置要求
	要求维护公司派技术专员提供上门巡检和故障恢复服务。

	3
	服务环境
	分局机房及派出机构； 

	4
	服务所需工具
	由维护公司自配。

	5
	记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细记录，按台次留下档案，包括现场书面文档和电子文档。每次维护结束后2天之内必须提交报告。

	6
	安全要求
	维护公司与分局签订保密协议；维护人员须参加安全培训会议

	7
	工作质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	8
	运维范围
	定制开发的软件以开发需求书和验收文档记载为准；

成品软件则以采购时的品牌、型号、规格、数量为准；


2.4 运维内容要求

1、运维台账的建立。

首次巡检维护前，应进行运维基础资料的整理与提交。在年度运维工作开始后要求对工作所涉及的软件、硬件的基础台帐进行一次全面梳理核对，并在合同履行期内保持对基础台帐资料的实时更新。在运维项目验收前需将所有基础台帐资料的电子文档或书面材料提交业主方归档。
2、日常巡检。

维护公司负责对软件及其运行环境逐项进行健康状态检查，预测可能发生的问题后，及时处理，保证各项功能正常运行。

要求每月进行一次巡检并提交报告，发现问题的还要进行口头汇报并在巡检报告中进行描述，当月未解决的需进行后续工作安排。

巡检检查项包括但不限于：硬盘空间检查、数据库表空间检查、病毒查杀与更新、运行日志、报错日志、数据库及文件类数据的备份完成情况、碎片清理等。  

如果所维护的系统涉及到分局或市局数据考核的，则必须予以重点巡视、保证系统合规与优秀。
3、应急维修。

一旦接到业主方的故障报修要求，维护公司必须提供应急服务。提供每周7*24小时的服务响应，电话解决不了的则接修通知后4小时内到达现场，核心应用系统（见维护列表加粗部分）故障报修2小时到场，小修2小时解决。一般故障不过夜，确保在次日上午8：00前恢复系统正常。

应急维修还包括；分析性能下降原因并予以解决；纠正应用程序BUG；用户的使用培训。
4、临时服务。

包括负责系统的服务器迁移等。

临时性工作任务还包括业务系统数据分析、数据统计、数据咨询、数据清理、机房环境清理、设备安装测试、系统优化方案等其他系统环境调整需配合的系统保障工作等。临时性工作任务的服务费可根据任务工作量临时核算，另行结算。

5、本年度的数据安全工作

  为了提高网络信息安全性，需要完成以下工作： 

（1）数据冷备份要求。维护公司承诺对所维护应用软件的数据库和文件数据的异机冷备份功能。计划每天进行备份，按周替换存放，并在日常巡检中巡视异地备份完成情况及准确性。
（2）双机热备要求。如果所维护的应用软件被业主方（分局）选中为重要应用系统，则维护公司须配合实施双机热备机制改造。

6、其他要求

（1）“长宁综合指挥平台”方面：保持2019年的一个功能，即实现警员信息、单位信息与“分局警员中心”的自动同步功能，每天同步一次。 

（2）“e盾内网安全管理系统” 方面，要达到市局考核要求，包括客户端安装率、注册率等指标；

(3)“分局邮件系统”方面，对Linux+Rose双机机制进行巡检和对Mail进行收发巡检。

三、公安网虚拟化软件运维需求
3.1 公安网虚拟化软件运维目标 
1、通过日常巡检，主动发现VMware软件及其运行环境的风险、告警、报错，并提前予以解决，防止故障的发生； 
2、通过应急维修，在VMware软件及其运行环境发生故障后能得到及时的响应和处置，把对工作的影响降到最低；
3、完成业主方因临时需要的应急服务，发挥软件对实际工作的支撑作用。
3.2 运维工作要求
	序号
	要求项目
	描 述

	1
	服务期限
	期限为12个月。

	2
	服务方式及人员配置要求
	要求维护公司派技术专员提供上门巡检和故障应急恢复服务。

	3
	服务环境
	分局机房及派出机构； 

	4
	服务所需工具
	由维护公司自配。

	5
	记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细记录，按台次留下档案，包括现场书面文档和电子文档。每次维护结束后2天之内必须提交报告。

	6
	安全要求
	维护公司与分局签订保密协议；维护人员须参加安全培训会议

	7
	工作质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	8
	运维范围
	VMware软件主要包含已安装的ESXi Server、vCenter Server、Horizon View、VDP、vRops等组件


3.3运维内容要求
1、运维台账的建立。
首次巡检维护前，应进行运维基础资料的整理与提交。在年度运维工作开始后要求对工作所涉及的软件、硬件的基础台帐进行一次全面梳理核对，并在合同履行期内保持对基础台帐资料的实时更新。在运维项目验收前需将所有基础台帐资料的电子文档或书面材料提交业主方归档。
2、日常巡检。
维护公司负责对软件及其运行环境逐项进行健康状态检查，预测可能发生的问题后，及时处理，保证各项功能正常运行。
要求每月进行一次巡检并提交报告，发现问题的还要进行口头汇报并在巡检报告中进行描述，当月未解决的需进行后续工作安排。
巡检检查项包括但不限于：主机（ESXi hypervisor和主机硬件配置）、网络（虚拟和物理网络的配置）、存储（共享存储的架构以及配置）、虚拟数据中心（ vCenter管理以及其他相关软件的配置）、虚拟机（虚拟机的性能、配置等）、病毒查杀与更新、运行日志、报错日志、虚拟机的克隆备份完成情况等。
如果所维护的系统涉及到分局或市局数据考核的，则必须予以重点巡视、保证系统合规与优秀。
3、应急维修。
一旦接到业主方的故障报修要求，维护公司必须提供应急服务。提供每周7*24小时的服务响应，电话解决不了的则接修通知后2小时内到达现场，小修2小时解决。一般故障不过夜，确保在次日上午8：00前恢复系统正常。
应急维修还包括；VMware虚拟化环境的配置更改、配置优化、性能优化。
4、临时服务。
包括负责软件的服务器迁移等。

四、分局本部各单位的办公终端和外围设备运维需求

主要为分局本部各单位台式计算机、笔记本电脑和打印机、扫描仪、摄像头等外围设备的运维。
4.1计算机和外围设备维修维护的目标   
计算机及外围设备发生故障后，需要进行及时处理，以便提高信息中心的保障服务质量，尽量降低对相应工作的影响。
4.2维修维护的对象 
维修维护的对象为计算机及外围设备，规模列表如下： 
	序号
	设备类型
	数量（估算）
	备注

	1
	桌面计算机主机
	800
	

	2
	显示器
	800
	

	3
	打印机
	500
	

	4
	扫描仪
	250
	

	5
	照相机
	250
	


4.3 维修维护的需求
4.3.1服务内容表 
	序号
	服务类别
	描 述

	1
	软件故障
	对于电脑，软件故障如操作系统、杀毒软件、补丁更新、一机两用故障等，需要服务供应商100%解决。恢复期限在2个工作日以内。

	2
	硬件故障
	及时处理发现和判断硬故障类型，视两种情况进行处置：
A、如果该设备处于原厂商免费保修期内的，则主动负责联系及解决维修；
B、如果该设备的免费保修期已过的，则先向主管民警汇报，并提出解决方案和配件报价，由维护公司或分局购买配件、维护公司负责安装修复。
需要报废的，提交分局，由分局按流程处理。

	3
	上门服务
应急服务
	维修维护上门维护为主、送修为辅 


4.3.2服务要求表
	序号
	要求项目
	描 述

	1
	服务期限及服务响应时间
	期限为12个月。须派常驻工程师随时提供服务响应。

	2
	服务方式及人员配置要求
	要求投标方派2名工程师常驻分局信息中心上班，现场提供服务。

	3
	服务环境
	分局信息中心维修室、办公现场。

	4
	服务所需工具
	由维护公司自配。

	5
	服务记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细的记录，按台次留下档案，包括现场书面文档和电子文档。

	6
	规范要求
	维服务供应商在招标文件中至少提供以下文档：
①本公司在维修维护中的常规运作规范。（以便将来能配合分局的运维实际情况，进行优化。） 
②本公司在维修维护中的应急方案。 

	7
	安全要求
	①维服务供应商、工常驻程师须与分局签订保密协议，严格遵守我局相关保密规定，并接受分局背景审查。
②在维修维护中，未经许可不能携带物品出局，特别是严禁带离硬盘等存储设备。

	8
	人员素质保证
	驻场工程师有相关工作经验、服务态度端正。

	9
	时间保证
	能在规定的时间内完成维修，电脑的软件故障涉及常见硬件故障维修期限不超过2个工作日；过保设备的硬件、打印机扫描仪照相机等设备维修期限不超过1周。

	10
	工作量和质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	11
	其他
	若发生服务结果与预期产生较大差距，从而对甲方方正常工作带来影响的，甲方有权拒付相关服务费用，甲方有权中止合同。


五、分局各外驻单位的办公终端和外围设备、机房服务器的运维及机房巡视和清洁需求
5.1运维对象清单

    5.1.1分局各外驻单位办公终端和外围设备清单及运维服务内容

主要为分局各外驻单位台式计算机、笔记本电脑和打印机、扫描仪、摄像头等外围设备的运维。
 维修维护的对象为计算机及外围设备，规模列表如下： 
	序号
	设备类型
	数量（估算）
	备注

	1
	桌面计算机主机
	2700
	

	2
	显示器
	2700
	

	3
	打印机
	1000
	

	4
	扫描仪
	500
	

	5
	照相机
	500
	


办公终端和外围设备的运维服务内容如下：  
	序号
	服务类别
	描 述

	1
	软件故障
	对于电脑，软件故障如操作系统、杀毒软件、补丁更新、一机两用故障等，需要服务供应商100%解决。恢复期限在2个工作日以内。

	2
	硬件故障
	及时处理发现和判断硬故障类型，视两种情况进行处置：
A、如果该设备处于原厂商免费保修期内的，则主动负责联系及解决维修；
B、如果该设备的免费保修期已过的，则先向主管民警汇报，并提出解决方案和配件报价，由维护公司或分局购买配件、维护公司负责安装修复。
需要报废的，提交分局，由分局按流程处理。

	3
	上门服务
应急服务
	维修维护上门维护为主、送修为辅 


5.1.2 分局各外驻单位的机房服务器清单及运维服务内容

     12个派出所等机房内图像监控用的高清服务器，每派出所1台：
	序号
	单位名称
	地址
	机房名称
	服务器型号
	台数

	1
	新华所
	法华镇路475号
近香花桥路
	1楼机房
	IBM X3650
	1

	2
	江苏所
	愚园路1177号
安西路、愚园路少年宫
	1楼机房
	1
	1

	3
	华阳所
	定西路1291号
近宣化路(中山公园巴黎春天折扣店对面建设银行)
	2楼机房
	1
	1

	4
	周桥所
	万航渡路2501号
近长宁路
	地下室机房
	1
	1

	5
	仙霞所
	芙蓉江路100弄2号
	1楼机房
	1
	1

	6
	天山所
	天山路1726弄18号
	枪库内
	1
	1

	7
	虹桥所
	虹桥路1151号
广播大厦对面
	1楼机柜
	1
	1

	8
	程家桥所
	哈密路1961号
近上海动物园、四五五/龙溪路
	1楼机房
	1
	1

	9
	新泾所
	剑河路500号
近西郊百联
	1楼机柜
	1
	1

	10
	北新泾所
	剑河路10号
北翟路剑河路路口
	1楼机柜
	1
	1

	11
	新虹桥治安所
	古北路788号
近兴义路/延安西路(世贸商城对面、靠近日本领事馆)
	1楼机房
	1
	1

	12
	临空所
	福泉北路555号
	1楼机房
	1
	1

	合计
	
	
	
	
	12


分局各外驻单位的机房服务器的运维服务内容：日常巡检每月2次和应急维修。日常巡检的目的是通过设备的外部指示灯判别设备的健康性，主动发现设备故障，并在设备使用用户报修后及时响应和处置，把对工作的影响降到最低。

5.1.3 分局各外驻单位机房巡视和清洁清单及运维服务内容

需要进行巡视和清洁的分局各外驻单位机房列表如下（打√的部分）：共22个。
	序号
	单位名称
	地址
	机房名称
	是否纳入本年度巡检及清洁等运维

	8
	分局分部
	金钟路510号
	金钟路机房  
	√

	9
	交警事故审理科
	金钟路510号
	事故审理科 1楼机房
	

	10
	交警事故审理大队
	金钟路251号
	事故审理大队 2楼机房
	√

	11
	出入境
	金钟路999号
	出入境临空办证大厅机房
	√

	12
	出入境
	古北路788号
	古北路出入境1楼楼梯旁单独房间
	√

	13
	非机所
	双流路98号
	非机所 机房
	√

	14
	两所
	北翟路1436号
	两所 地下室UPS机房
	

	15
	人口办 
	仙霞路765号
(邮局旁边)
	人口办 机房
	

	16
	分局天山基站
	天山路787号
	1号楼天山基站
	

	17
	新华所
	法华镇路475号
近香花桥路
	1楼机房
	√

	18
	江苏所
	愚园路1177号
安西路、愚园路少年宫
	1楼机房
	√

	19
	
	
	2楼小机房
	√

	20
	华阳所
	定西路1291号
近宣化路(中山公园巴黎春天折扣店对面建设银行)
	2楼机房
	√

	21
	
	
	3楼小机房
	√

	22
	周桥所
	万航渡路2501号
近长宁路
	地下室机房
	√

	23
	
	
	小机房
	√

	24
	仙霞所
	芙蓉江路100弄2号
	1楼机房
	√

	25
	天山所
	天山路1726弄18号
	枪库内
	√

	26
	
	
	2楼机房
	√

	27
	虹桥所
	虹桥路1151号
广播大厦对面
	1楼机柜
	√

	28
	
	
	小机房
	√

	29
	程家桥所
	哈密路1961号
近上海动物园、四五五/龙溪路
	1楼机房
	√

	30
	新泾所
	剑河路500号
近西郊百联
	1楼机柜
	√

	31
	北新泾所
	剑河路10号
北翟路剑河路路口
	1楼机柜
	√

	32
	新虹桥治安所
	古北路788号
近兴义路/延安西路(世贸商城对面、靠近日本领事馆)
	1楼机房
	√

	33
	临空所
	福泉北路555号
	1楼机房
	√


分局各外驻单位机房巡视和清洁服务内容如下： 

每二周巡视一次、清洁每月一次。巡视的重点在于发现安全问题和告警情况，以及解决简易的故障；在巡视中发现较专业或严重问题的，则应及时提交故障申告单给科技科的条线维护人员处理（分服务器、网络、有线、无线、图像五大类条线），或按科技科的惯例提交故障申告单给相应的服务外包公司，以便快速现场处置。
	序号
	服务类别
	描 述

	1
	机房内网络设备的巡视
	交换机、光端机、电话程控交换机等网络巡视，告警情况上报

	2
	机房内图像设备的巡视
	编码器、存储、矩阵等巡视，告警情况上报

	3
	机房内动力设备的巡视
	空调、UPS设备、温度、湿度、动力、门禁、照明、消防系统、漏水巡视，告警情况上报

	4
	机房内清洁卫生
	各机房机柜及地面清洁。所需的清洁用品和材料从配件中支付。


5.2 运维服务要求
	序号
	要求项目
	描 述

	1
	服务期限 
	期限为12个月。

	2
	交通及费用
	外驻单位上门交通、保险等包含在运维服务费用中，用户方不再另行支付

	2
	服务方式及人员配置要求
	要求投标方派2名工程师常驻分局上班，现场提供上门巡检和应急保修服务响应，属于疑难或硬件问题的，则向当地部门汇报并建议送修到分局信息中心。

	3
	服务环境
	设备及用户所在地 

	4
	服务所需工具
	由维护公司自配 

	5
	服务记录与档案
	所有服务活动均需详细的记录，留下档案，包括现场书面文档和电子文档。  

	6
	规范要求
	维服务供应商在招标文件中至少提供以下文档：
①本公司在维修维护中的常规运作规范。（以便将来能配合分局的运维实际情况，进行优化。） 
②本公司在维修维护中的应急方案。 

	7
	安全要求
	①维服务供应商、工常驻程师须与分局签订保密协议，严格遵守我局相关保密规定。
②在维修维护中，未经许可不能携带物品出局，特别是严禁带离硬盘等存储设备。

	8
	人员保证
	驻场工程师有相关工作经验、服务态度端正。

	9
	时间保证
	能在规定的时间内完成维修，电脑的软件故障涉及常见硬件故障维修期限不超过2个工作日；过保设备的硬件、打印机扫描仪照相机等设备维修期限不超过1周。

	10
	工作量和质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	11
	其他
	若发生服务结果与预期产生较大差距，从而对甲方方正常工作带来影响的，甲方有权拒付相关服务费用，甲方有权中止合同。


六、分局金钟路机房UPS300KW设备及各外驻单位机房UPS设备运维需求

6.1 UPS设备运维项目目的

1、通过日常巡检，主动发现UPS及其运行环境的风险、告警、报错，并提前予以解决，防止故障的发生；分局各派出所机房UPS设备运维需求

2、通过应急维修，在UPS及其运行环境发生故障后能得到及时的响应和处置，把对工作的影响降到最低；

3、完成业主方因临时需要的应急服务，发挥软件对实际工作的支撑作用。
6.2运维工作要求
	序号
	要求项目
	描 述

	1
	服务期限
	期限为12个月。

	2
	服务方式及人员配置要求
	要求维护公司派技术专员提供上门巡检和故障恢复服务。每月每机房上门巡检服务一次。

	3
	服务环境
	分局派出机构； 

	4
	服务所需工具
	由维护公司自配。

	5
	记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细记录，按台次留下档案，包括现场书面文档和电子文档。每次维护结束后2天之内必须提交报告。

	6
	安全要求
	维护公司与分局签订保密协议；维护人员须参加安全培训会议

	7
	工作质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	8
	运维范围
	见下表。


需要进行巡检的分局各外驻单位UPS机房列表如下（打√的部分）：

外驻单位各机房UPS维护设备清单
	序号
	单位名称
	地址
	机房名称
	UPS型号
	电池型号
	电池数量
	是否纳入本年度UPS专项运维

	1
	分局本部
	威宁路201号
	信息中心机房
	由1号楼地下室UPS间供电
（2021年6月施工）
	M2AL12-200
	184
	

	2
	
	
	涉密机房
	
	
	
	

	3
	
	
	指挥中心机房
	
	
	
	

	4
	
	
	3号楼5楼治安支队机房
	艾默生UH11-0060L
	M2AL12-26
	20
	√

	5
	
	
	2号楼6楼网安机房
	施耐德G35T20K
	M2AL12-38
	32
	√

	6
	
	
	2号楼6楼技侦机房 16？
	VERTIV 6K
	圣阳65AH
	16
	√

	7
	
	
	1号楼3楼弱电间
	山特C3K
	M2AL12-38
	8
	√

	8
	分局分部
	金钟路510号
	金钟路机房 192？ 
	施耐德300KW
	施耐德12-200AH
	192
	√

	9
	交警事故审理科
	金钟路510号
	事故审理科 1楼机房
	？
	？
	
	√

	10
	交警事故审理大队
	金钟路251号
	事故审理大队 2楼机房
	APC SURT15K
	圣阳100AH
	32
	√

	11
	出入境
	金钟路999号
	出入境临空办证大厅机房
	2套UPS要被拆除2021-06
	
	

	12
	出入境
	古北路788号
	古北路出入境1楼楼梯旁单独房间
	艾默生 UHA3R-0160L
	M2AL12-100
	32
	√

	13
	非机所
	双流路98号
	非机所 机房
	APC  SURT15K
	圣阳SP12-100
	32
	√

	14
	两所
	北翟路1436号
	两所 地下室UPS机房
	
	
	
	

	15
	人口办 
	仙霞路765号
(邮局旁边)
	人口办 机房
	
	
	
	

	16
	分局天山基站
	天山路787号
	1号楼天山基站
	
	
	24
	

	17
	新华所
	法华镇路475号
近香花桥路
	1楼机房
	APC  SURT15K
	圣阳SP12-100
	64
	√

	18
	江苏所
	愚园路1177号
安西路、愚园路少年宫
	1楼机房
	APC SURT 20K
	M2AL12-100
	32
	√

	19
	
	
	2楼小机房
	
	
	
	

	20
	华阳所
	定西路1291号
近宣化路(中山公园巴黎春天折扣店对面建设银行)
	2楼机房
	APC SURT 10K
	M2AL12-100
	32
	√

	21
	
	
	3楼小机房
	APC SURT 10K
	M2AL12-38
	32
	√

	22
	周桥所
	万航渡路2501号
近长宁路
	地下室机房
	G35T15K
	圣阳SP12-100
	32
	√

	23
	
	
	小机房
	
	
	
	

	24
	仙霞所
	芙蓉江路100弄2号
	1楼机房
	G35T15K
	圣阳SP12-100
	32
	√

	25
	天山所
	天山路1726弄18号
	枪库内
	施耐德MGE3500 15K
	M2AL12-100
	32
	√

	26
	
	
	2楼机房
	
	
	
	

	27
	虹桥所
	虹桥路1151号
广播大厦对面
	1楼机柜
	APC SUVT 30K
	M2AL12-100
	32
	√

	28
	
	
	小机房
	
	
	
	

	29
	程家桥所
	哈密路1961号
近上海动物园、四五五/龙溪路
	1楼机房
	G35T20K
	圣阳SP12-200
	32
	√

	30
	新泾所
	剑河路500号
近西郊百联
	1楼机柜
	施耐德MGE 3500 20K
	M2AL12-65
	32
	√

	31
	北新泾所
	剑河路10号
北翟路剑河路路口
	1楼机柜
	APC SUVT15K
	M2AL12-100
	32
	√

	32
	新虹桥治安所
	古北路788号
近兴义路/延安西路(世贸商城对面、靠近日本领事馆)
	1楼机房
	APC SURT15K
	圣阳SP12-100
	32
	√

	33
	临空所
	福泉北路555号
	1楼机房
	APC SURT 10K
	M2AL12-100
	32
	√


6.3运维内容要求
1、运维台账的建立。
首次巡检维护前，应进行运维基础资料的整理与提交。在年度运维工作开始后要求对工作所涉及的软件、硬件的基础台帐进行一次全面梳理核对，并在合同履行期内保持对基础台帐资料的实时更新。在运维项目验收前需将所有基础台帐资料的电子文档或书面材料提交业主方归档。
2、日常巡检。
维护公司负责对UPS及其运行环境逐项进行健康状态检查，预测可能发生的问题后，及时处理，保证各项功能正常运行。

日常巡检期间：外驻单位各机房UPS巡检为每一个月一次； 
要求每期间内进行一次巡检并提交报告，发现问题的还要进行口头汇报并在巡检报告中进行描述，当月未解决的需进行后续工作安排。报告内容主要涉及共处故障数，例行巡检维护次数，巡检发现排除故障数，上门排故次数，停电保障次数，应急抢修次数、运维保障次数等。
巡检项包括但不限于：
UPS主机维护
主机内灰尘清理。

（在客户允许认可情况下进行，施耐德SURT10KUXICH、施耐德SURT15KUXICH、施耐德SURT20KUXICH、SANTAK C3KS 、EMERSON UH11-0060L、EMERSONUHA3R-0160L、APC RT20K、APC SURT3000XLICH，这些UPS需要转到外部检修旁路或者是需要停机才能清灰，模块化机器(施耐德 G35T20KH)无法清灰。）

UPS输入、输出各项技术指标测试。（交流电压、负载等）
主机输入、输出电线是否老化、破损，连接是否完好。
散热风扇工作状态，以及各接插件是否牢固。
电池组维护
测量各电池组电压。如有异常检查各电池电压，找出问题电池。
检查每节电池连接点接触情况。
检查电池直流开关及连线是否老化。
利用本机做TEST模拟断电测试。（如上述测量电池有问题，此测试免做。）
每年度做一次30分钟断电作放电测试，观察电池实际情况。（如上述测量电池有问题，此测试免做。）
输入输出配电旁路检查
检查市电输入、输出开关接触点。
市电输入、输出线空开是否规范。
检查外置旁路是否规范。(如有。)
检查软件设定参数
检查所装软件工作是否正确。
验证所设定参数是否正确。
与软件配合使用的通讯线是否完好。
3、应急维修。
一旦接到业主方的故障报修要求，维护公司必须提供应急服务。提供每周7*24小时的服务响应，电话解决不了的则接修通知后2小时内到达现场，小修2小时解决。一般故障不过夜，确保在次日上午8：00前恢复系统正常。
应急维修还包括；分析性能下降原因并予以解决；纠正应用程序BUG；用户的使用培训。
外驻单位各机房UPS硬件维修为免费（即不收硬件费和人工费，但电池更换费用另计）。处理发现和判断硬故障类型，处置方式为：
A、如果该设备处于厂商免费保修期内的，则主动负责联系及解决维修。
B、如果该设备的免费保修期已过的，则先向主管人员汇报，并提出解决方案和配件报价，由维护公司购买配件并安装修复。
七、分局各机房联网动力环境监控系统运维需求

7.1 机房环境监控运维目的
1、通过日常巡检，主动发现系统及其运行环境的风险、告警、报错，并提前予以解决，防止故障的发生；
2、通过应急维修，在系统及其运行环境发生故障后能得到及时的响应和处置，把对工作的影响降到最低；
3、完成业主方因临时需要的应急服务，发挥系统对实际工作的支撑作用。
7.2、运维工作要求
	序号
	要求项目
	描 述

	1
	服务期限
	期限为12个月。

	2
	服务方式及人员配置要求
	要求维护公司派技术专员提供上门巡检和故障恢复服务。

	3
	服务环境
	分局机房及派出机构； 

	4
	服务所需工具
	由维护公司自配。

	5
	记录与档案
	按分局运维平台的报修管理模块进行流程管理，所有服务活动均需详细记录，按台次留下档案，包括现场书面文档和电子文档。每次维护结束后2天之内必须提交报告。

	6
	安全要求
	维护公司与分局签订保密协议；维护人员须参加安全培训会议

	7
	工作质量保证
	每次服务有报告，每月编写总结报告，提交业务主管部门和监理公司的监督。

	8
	运维范围
	见下表。包括所有硬件、软件的维修服务。


表1 机房动力监控点位清单
	序号
	机房名称(监控点位）
	温湿度
	烟感
	三项电量
	普通空调监测
	精密空调监测
	漏水监测
	UPS监测
	面积

	1
	分局一号楼地下室UPS 机房
	2
	2
	4
	　
	2
	2
	2
	40

	2
	分局一号楼2F指挥中心机房
	1
	2
	2
	　
	2
	1
	　
	20

	3
	分局一号楼2F保密机房
	2
	2
	2
	　
	2
	2
	　
	40

	4
	分局一号楼3F中心机房
	8
	8
	4
	　
	2
	2
	　
	200

	5
	分局一号楼3F有线机房
	2
	1
	1
	1
	　
	1
	1
	30

	6
	分局一号楼3F配线机房
	2
	1
	1
	1
	　
	1
	　
	30

	7
	分局二号楼6F网安机房
	2
	1
	1
	　
	　
	1
	　
	30

	8
	分局二号楼8F网安机房
	2
	1
	1
	　
	　
	1
	　
	30

	9
	分局三号楼5F治安机房
	2
	1
	1
	1
	　
	1
	　
	30

	10
	分局四号楼3F交警机房
	2
	1
	1
	1
	　
	1
	　
	30

	11
	新华所
	1
	1
	1
	2
	　
	1
	1
	20

	12
	江苏所
	1
	1
	1
	2
	　
	1
	1
	20

	13
	华阳所
	1
	1
	1
	2
	　
	1
	1
	20

	14
	周桥所
	1
	1
	1
	2
	　
	1
	1
	20

	15
	天山所
	1
	1
	1
	2
	　
	1
	1
	20

	16
	仙霞所
	1
	1
	1
	2
	　
	1
	1
	20

	17
	虹桥所
	1
	1
	1
	2
	　
	1
	1
	20

	18
	程桥所
	1
	1
	1
	2
	　
	1
	1
	15

	19
	北新泾所
	1
	1
	1
	2
	　
	1
	1
	20

	20
	新泾所
	1
	1
	1
	2
	　
	1
	1
	20

	21
	新虹桥所
	1
	1
	1
	2
	　
	1
	1
	15

	22
	临空所
	2
	2
	2
	3
	1
	2
	1
	45

	23
	交警非机动管理所
	1
	1
	1
	1
	　
	1
	　
	20

	　
	共计
	39
	34
	32
	30
	9
	27
	15
	　


表2 机房动力监控软硬件清单
	序号
	项目名称
	规格型号
	数量
	单位

	1
	机房动力环境监控软件
	AZY2008
	1
	套

	2
	网络数据采集器
	SPS4008
	1
	台

	3
	网络数据采集器
	I7188E3
	22
	台

	4
	UPS协议转换模块
	AM9520
	15
	只

	5
	精密空调协议转换模块
	AM9520
	9
	只

	6
	温湿度监控模块
	TH500R
	39
	只

	7
	普通空调控制器
	AC-485
	30
	只

	8
	漏水监控模块
	LDW-1A
	27
	套

	9
	智能电量表
	PDA2010
	32
	只

	10
	开口互感器
	?A/5A
	96
	只

	11
	烟雾监控模块
	LH913
	34
	只

	12
	电话报警系统
	AZY-tele
	1
	套

	13
	工控机
	ICP820
	1
	台

	14
	电源柜
	AC220V/12VDC10A
	23
	台


7.3 运维内容要求
1、运维台账的建立。
首次巡检维护前，应进行运维基础资料的整理与提交。在年度运维工作开始后要求对工作所涉及的软件、硬件的基础台帐进行一次全面梳理核对，并在合同履行期内保持对基础台帐资料的实时更新。在运维项目验收前需将所有基础台帐资料的电子文档或书面材料提交业主方归档。
2、日常巡检。
维护公司负责对系统及其运行环境逐项进行健康状态检查，预测可能发生的问题后，及时处理，保证各项功能正常运行。
要求每月进行一次巡检并提交报告，发现问题的还要进行口头汇报并在巡检报告中进行描述，当月未解决的需进行后续工作安排。
巡检检查项包括但不限于：功能正常状态、硬盘空间检查、数据库表空间检查、病毒查杀与更新、运行日志、报错日志、数据库及文件类数据的备份完成情况、碎片清理等。  
如果所维护的系统涉及到分局或市局数据考核的，则必须予以重点巡视、保证系统合规与优秀。
3、应急维修。
一旦接到业主方的故障报修要求，维护公司必须提供应急服务。提供每周7*24小时的服务响应，电话解决不了的则接修通知后4小时内到达现场，小修2小时解决。一般故障不过夜，确保在次日上午8：00前恢复系统正常。免费更换一切在正常情况下损坏的零配件，同一部件出现2次以上故障或不能修复，我方负责调换相同型号新设备。
应急维修还包括；分析性能下降原因并予以解决；纠正应用程序BUG；用户的使用培训。 
4、临时服务。
包括负责系统的服务器迁移等。
5、本年度的数据安全工作
  为了提高网络信息安全性，需要完成以下工作：
（1）数据冷备份要求。维护公司承诺对所维护应用软件的数据库和文件数据的异机冷备份功能。计划每天进行备份，按周替换存放，并在日常巡检中巡视异地备份完成情况及准确性。
（2）双机热备要求。如果所维护的应用软件被业主方（分局）选中为重要应用系统，则维护公司须配合实施双机热备机制改造。
6、其他要求
八、备品备件

	序号
	类别
	备件名称
	单位
	数量

	1
	网卡
	USB3.0千兆网卡
	个
	5

	2
	光驱
	华硕内置DVD刻录机
	个
	3

	3
	电源
	长城电源500W
	个
	2

	4
	其他
	CPU风扇
	个
	2

	5
	键鼠
	罗技键鼠套装
	套
	3

	6
	光驱
	华硕外置DVD刻录机
	个
	4

	7
	线
	USB2.0 打印线 3M
	根
	6

	8
	线
	高清HDMI线10米
	根
	3

	9
	线
	高清HDMI5米
	条
	4

	10
	线
	hdmi转vga线
	块
	5

	11
	线
	hdmi转vga线
	根
	2

	12
	硬盘
	ST 普通硬盘 SATA 4TB
	块
	1

	13
	硬盘
	1TB 固态硬盘(M.2接口)
	块
	2

	14
	打印机配件
	联想CS2010DW 定影组件
	只 
	2

	15
	打印机配件
	联想cs2010dw彩色打印机转印组件
	只
	2

	16
	打印机配件
	HP CP2025 激光彩色打印机搓纸组件
	只
	2

	17
	打印机配件
	富士施乐cp228彩色激光打印机搓纸组件
	只
	2

	18
	打印机配件
	HP CP2055激光打印机定影组件
	只
	2

	19
	打印机配件
	HP CP2025 激光彩色打印机搓纸组件
	只
	2

	20
	打印机配件
	HP CP2055激光彩色打印机出纸组件
	只
	2

	21
	打印机配件
	联想 LX4000 打印机定影组件
	只
	2

	22
	打印机配件
	普2025彩色激光打印机搓纸组件
	只
	2

	23
	打印机配件
	惠普2025彩色激光打印机搓纸组件
	只
	2


九、工作纪律要求
1、要求稳定的运维技术人员保障
维护单位应在运维工作期间保证参与项目的技术人员的相对固定，不得随意调换。如确有原因需要调换的，需提前一个月向业主方提出并备案，经业主方同意后方可调换。维护单位应对技术人员调换的交接工作进行严格管理，确保数据不外泄、工作界面不留空白。
2、接受监理全程参与管理
 本项运维工作由工程监理与审价监理全程参与跟踪，工作内容与工作质量由业主方和工程监理共同监管，工作量单价由审价监理根据合同约定或市场同期价格进行客观审定。维护单位需按照工程监理及审价监理要求按时提交相应工作文档。如应未按时提交相应工作文档造成影响运维工作正常开展的，业主方有权按相应罚则对维护单位进行处罚。
3、遵守上海公安的行业安全管理
（1）要求参加安全保密制度的学习与记录 
维护单位应参加业主方组织运维项目负责人及相关技术人员进行安全保密教育，并记录学习情况。所有参与项目的技术人员均应参加学习并在学习记录上签字。
  （2）遵守《上海公安信息化建设合作单位及技术人员安全管理暂行规定》相关条款。
相关条款摘录如下：
第五条（场所管理）  合作单位及其技术人员未经允许，不得擅自进入民警办公区域、业务机房等重要场所。
第六条（设备管理）  合作单位及其技术人员未经允许，不得使用公安网计算机和涉密计算机单机，严禁将自己携带的计算机联入公安网络和可存储警务秘密（含）以上密级信息的各类计算机、复印机、速印机等设备。
第七条（禁止行为）  合作单位及其技术人员获得民警授权使用指定的公安网计算机时，须由民警全程陪同，并严格遵守以下规定：
（一）不得违反禁止“一机两用”的有关规定，不得擅自删除监控程序、逃避监控、扰乱上网注册工作。
（二）不得使用民警的数字身份证书访问公安业务系统，如确需使用的，必须由民警亲自使用证书进行操作。
（三）不得擅自使用自带的移动存储介质或擅自开设FTP、共享文件夹在公安网计算机上进行文件拷贝与传递。
（四）不得使用公安网计算机玩游戏、聊天或从事其它与本职工作无关的活动。
（五）不得浏览、访问与本职工作无关的公安信息网站（页），不得尝试登录或使用与本职工作无关的公安业务系统。
（六）严禁将公安网上发布的各类警务信息通过下载、打印等方式带出公安机关。
（七）禁止使用点对点（P2P）文件共享类软件（如BitTorrent、BitComet、BitSpirit、eMule、eDonkey、Kazaa、WinMx、迅雷等软件）进行数据下载。
（八）不得擅自对公安业务用计算机重新安装或加装操作系统，不得安装黑客类工具。
（九）不得编制或故意传播破坏计算机功能、破坏信息数据的病毒，或者恶意攻击、删改各类信息网站和信息系统数据。
（十）不得有其它违反党纪、政纪、社会公德、职业道德的网上行为。
第八条（操作管理）  合作单位及其技术人员不得使用远程拨号上公安网方式进行系统维护、软件开发、设备调试等工作，只允许在项目建设单位指定的区域内使用专机进行操作，并由公安民警全程陪同。
第九条（保密责任）  对于警务工作秘密（含）以上的事项，合作单位及其技术人员应当做到不该问的不问，不该说的不说，并且在知悉秘密事项的情况下自觉负有保密义务，不得以任何形式泄露给无关人员。
十、违约与罚则

    1、事故与财产损失罚则。在履行本项目的过程中若因乙方违反操作规范而导致事故发生，则乙方及时予以整改，并承担整改所需的费用。 如果发生事故与财产损失，则甲乙双方友好协商解决或委托第三方具有事故认定资质的单位进行事故原因鉴定，乙方按认可的鉴定情况承担责任，乙方所承担的赔偿数额将按协商或鉴定结论中乙方应承担责任比例来计算，赔偿数额等于（责任比例*整改费用全额），因为甲方等单位的客观条件限制和在项目中的行为引起的责任，乙方免责。

    2、考核扣分罚则。在履行本项目的过程中若因乙方违反维护需求未提供合格的维护服务导致甲方考核扣分发生，每发生一次，甲方有权根据问题影响的严重程度按合同总额的1-3%扣除违约金。

3、服务过失整改与罚则。运维单位在运维工作期间，未按照合同要求完成相应工作（包括应急响应、设备维修、工作记录提交、基础资料提交、安全管理等），业主方将会同工程监理视情节严重程度向运维单位予以警告或罚款，并开具整改通知书。首次收到整改通知书后，中标单位应于两个工作日内提交整改报告；第二次收到整改通知书后，中标单位除按要求提交整改报告外，罚款3000元，由运维经费中扣除；三次以上（含三次）收到整改通知书，中标单位每次罚款5000元，同时招标方可正式书面函告中标单位，并有权终止运维合同，取消中标方今后参与分局各项运维工作的资格。
4、人员过失整改与罚则。运维单位技术人员故意违反安全管理规定，或多次过失违反安全管理规定的，应当责令其工作单位将其带回，依照有关规定进行处罚，情节严重的应根据国家有关法律、法规，追究相应的法律责任，并另行安排技术人员顶替其工作；运维单位违反安全管理规定的，业主方有权依照有关规定进行处罚，情节严重的应立即终止合同，并根据国家有关法律、法规追究相应责任，取消今后项目合作建设的资格。
5、文档过失整改与罚则。不按期限提交维护文档的，每发生一次，则需支付违约金，每次违约金为该项运维服务金额的5%，甲方直接在合同总金额中扣除，若扣完后则由乙方另行向甲方支付。
十一、结算方式
合同签订后甲方支付中标总价的40%，2021年12月30前进行项目阶段性验收合格后甲方支付总价的40%，履行结束在年度结算审核后甲方按审定价支付余款。
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