长宁公安分局2025年度玄武平台拓展性技术服务采购项目采购需求
项目名称

玄武平台拓展性技术服务项目
项目概述

项目背景


电信网络诈骗因受害人群广、涉案金额大、犯罪门槛低、传播速度快、预防和打击难度大，不但造成了人民群众巨大的经济损失，扰乱了人民正常工作和生活秩序，极大危害社会诚信，已经成为现代社会的一颗毒瘤。
为提升公安部门对诈骗综合管控能力和水平，需依托大数据、人工智能等信息化手段，建设采购能够具研判打击诈骗犯罪的数据，来适应新形势下的电信网络诈骗犯罪的治理要求。
采购目标

在面对不断变换的电信网络诈骗手段，公安机关反电信网络诈骗相关部门目前的反电信网络诈骗手段已经不能及时、有效的进行打击，亟需采购打击新型违法犯罪治理数据，针对打击网络诈骗犯罪，全面遏制电信网络诈骗犯罪，主要需求的数据满足以下业务分析需求：
分析研判功能。根据电信网络诈骗案件分析研判和辅助打击的需要，能够以技术手段开展对涉嫌诈骗的相关网站、木马程序开展分析研判，互联网的情报分析、获取网站运营日志、受害人信息、诈骗分子手机号码、通讯邮箱帐号密码等信息，为案件串并、分析研判、虚拟币的追踪、线索获取提供直接帮助，提高公安机关侦办电信网络诈骗案件的实战能力和破案效率。
采购内容

数据购买内容

数据内容

本项目购买的玄武平台数据，将主要提供涉诈软件/涉诈网址解析能力、手机端大数据研判服务、PC端大数据研判服务、虚拟币犯罪打击数据服务、园区管理模块、虚拟身份转换及聚合平台，通过构建侦查研判打击全流程的能力，运用各种计算机应用技术，能够应对目前已有的各种案件类型，及应对未来可能出现的案件类型。通过完善打击模型，可有效提升公安机关研判打击电信网络犯罪的能力。
服务周期及预算

合同签订后提供1年数据服务。预算300万人民币。 
服务明细

	序号
	服务名称

	1
	涉诈软件/涉诈网站解析能力

	2
	手机端大数据研判服务

	3
	PC端大数据研判服务

	4
	虚拟币犯罪打击系统数据

	5
	园区管理模块开发

	6
	聚合平台

	7
	虚拟身份转换


数据实施方案

本次项目为提供saas账号以及人工服务，本地保持与互联网畅通即可。
在保障数据安全可靠传输的前提下，并取得客户合法合规的授权函件后，数据服务提供商将提供专用VPN加密通道方式为客户提供数据服务内容，客户需经过生物识别及用户账户验证通过后方可进入服务平台，推送数据服务。
进度要求

本项目应在合同签订后一年内持续提供数据服务满一年，完成项目正式验收。
售后服务要求

1、提供热线电话服务、7×24小时远程技术支持；
2、服务期内确保数据传输稳定安全运行，如果系统维护工作会影响到为市局提供服务的，在维护开始的5个工作日之前以电子邮件方式通知市局联系人；
3、对系统进行升级、调整的，提前3个工作日书面通知。
4、突发事件应急机制

5、后期处置措施要求

6、 应急保障要求

项目验收

验收依据

本项目应遵守以下验收要求：
1、国家有关法律、法规，以及国家关于信息系统和电子政务建设项目的相关标准和文件。
2、项目的合同文件，包括采购文件、成交供应商的响应文件等。
3、经采购方认可的方案、数据使用说明书。
验收条件
提出项目验收的条件，主要包含：
1.项目确定的数据交付内容，已按合同全部交付提供，能满足项目需要；
2. 软件服务部署完成，通过功能性验收；
3.项目文件资料齐全，并符合相关规定；
4.接入数据应保持稳定，且持续更新，满足项目需求的数据条数。


